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C.X
Implementers’ test data

C.X.1
General

The test data sets presented here are for encryption based on ECIES at UE with protection schemes defined in this Annex. 

C.X.2
Null-scheme
The following test data set corresponds to ECIES-based encryption in the UE for IMSI-based SUPI and null-scheme. 

IMSI consists of MCC|MNC: '274012' and MSIN: '001002086'
ECIES Scheme Input
Scheme Input: '00012080F6'
ECIES Scheme Output
Scheme Output: '00012080F6'
C.X.3
ECIES Profile A
The following test data set corresponds to SUCI computation in the UE for IMSI-based SUPI and ECIES Profile A. 

Editor’s Note: To be completed.
C.X.4
ECIES Profile B
The following test data set corresponds to ECIES-based encryption in the UE for IMSI-based SUPI and ECIES Profile B. 

IMSI consists of MCC|MNC: '274012' and MSIN: '001002086'
ECIES test data
The Scheme Output is computed in the UE as defined in Figure C.3.2-1 of clause C.3.2 with following data:

Home Network Public Key: 

if compressed: '0272DA71976234CE833A6907425867B82E074D44EF907DFB4B3E21C1C2256EBCD1', 

otherwise uncompressed: '0472DA71976234CE833A6907425867B82E074D44EF907DFB4B3E21C1C2256EBCD15A7DED52FCBB097A4ED250E036C7B9C8C7004C4EEDC4F068CD7BF8D3F900E3B4'

Home Network Private Key: 'F1AB1074477EBCC7F554EA1C5FC368B1616730155E0041AC447D6301975FECDA'

Eph. Public Key: 

If compressed: '039AAB8376597021E855679A9778EA0B67396E68C66DF32C0F41E9ACCA2DA9B9D1'

Otherwised uncompressed: '049AAB8376597021E855679A9778EA0B67396E68C66DF32C0F41E9ACCA2DA9B9D1D1F44EA1C87AA7478B954537BDE79951E748A43294A4F4CF86EAFF1789C9C81F'
Eph. Private Key: '99798858A1DC6A2C68637149A4B1DBFD1FDFF5ADDD62A2142F06699ED7602529'
Eph. Shared Key: '6C7E6518980025B982FBB2FF746E3C2E85A196D252099A7AD23EA7B4C0959CAE'


Eph. Enc. Key: '
8A65C3AED80295C12BD55087E965702A'
ICB: 'EF285B4061C3BAEE858AB6EC68487DAE'
Scheme-input corresponding to the plaintext-block: '00012080F6'
Cipher-text vaue:
'46A33FC271'
Eph. mac key: : 'A5EBAC0BC48D9CF7AE5CE39CD840AC6C761AEC04078FAB954D634F923E901C64'

MAC-tag value:
'6AC7DAE96AA30A4D'

Scheme Output: 

'039AAB8376597021E855679A9778EA0B67396E68C66DF32C0F41E9ACCA2DA9B9D146A33FC2716AC7DAE96AA30A4D'
